CERTI

Compliance made easy

2. PASSWORDS MANAGEMENT

Use strong, unique passwords for every @

account, and use a reputable Password @
Manager to safely store this information.

4. PHISHING AWARENESS

Think, before you click:
e Verify the sender
e Don’t click on suspicious links
e Use anti-phishing software

6. USE A VPN

A Virtual Private Network (VPN) encrypts your
internet traffic, making it harder for hackers to
intercept your data. Always use a VPN when
connecting to public Wi-Fi.

8. INVEST IN CYBER TRAINING

Regular training programmes are a
useful tool to ensure all employees
have the knowledge to keep the
business cyber safe.
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